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[bookmark: _Toc11154600]	* * * * Begin of Changes * * * * 
6.4	Observed Service experience related network data analytics
6.4.1	General
This clause specifies how NWDAF can provide Observed Service Experience (i.e. average observed Service MoS) analytics, in the form of statistics or predictions, to a service consumer.
The Observed Service Experience analytics may provide one or both of the following:
-	global Service Experience (i.e. for all UEs) for a Network Slice, given an Application or a set of Applications in a Network Slice;
-	detailed Service Experience (i.e. a group of UEs or a list of UEs) for a given Application.
The service consumer may be an NF (e.g. PCF), or the OAM.
The consumer of these analytics shall indicate in the request or subscription:
-	Analytics Id set to "Service Experience";
-	The Target of Analytics Reporting: one or more SUPI(s) or Internal Group Identifier(s), or "any UE";
-	Analytics Filter Information: one or more combinations of the following Analytics Filters: Area of Interest, Media/application bandwidth, S-NSSAI, DNN, DNAI, Application ID;
-	An Analytics target period that indicates the time window for which the statistics or predictions are requested; and
-	In a subscription, the Notification Correlation Id and the Notification Target Address.
The NWDAF shall notify the result of the analytics to the consumer as specified in clause 6.4.3.
WDAF collects the network data from AF (directly or via NEF) and from other 5GC NF(s) in order to calculate and provides statistics and predictions on the observed service experience to a consumer NF or to OAM.
NOTE:	OAM uses the Observed Service Experience as defined in SA WG5 TS 28.550 [7]s.
[bookmark: _Toc11154601]6.4.2	Input Data
The service data collected from the AF and the network data from other 5GC NFs for observed service experience are defined in Table 6.4.2-1 and Table 6.4.2-2.
Table 6.4.2-1: Service Data from AF related to the observed service experience
	Information
	Source
	Description

	Application ID
	AF
	To identify the service and support analytics per type of service (the desired level of service)

	Locations of Application
	AF/NEF
	Locations of application represented by a list of DNAI(s). The NEF may map the AF-Service-Identifier information to a list of DNAI(s) when the DNAI(s) being used by the application are statically defined.

	Service Experience
	AF
	Refers to the QoE as established in the SLA and during on boarding. It can be either e.g. MOS or video MOS as specified in ITU-T P.1203.3 [11] or a customized MOS

	Timestamp
	AF
	A time stamp associated to the observed level of Service Experience provided by the AF, mandatory if the observed Service Experience is provided by the ASP.



NWDAF subscribes the service data from AF in the Table 6.4.2-1 either directly by invoking Naf_EventExposure_Subscribe service (Event ID = Service Data, Event Filter information = Application ID) as defined in TS 23.502 [3], or via NEF by invoking Nnef_EventExposure_Subscribe service.
Table 6.4.2-2: QoS flow level Network Data from 5GC NF related to the QoS profile assigned for a particular service (identified by an Application Id or IP filter information)
	Information
	Source
	Description

	Timestamp
	5GC NF
	A time stamp associated with the collected information.

	Location Info
	AMF
	The UE location information when the service is delivered.

	DNN
	SMF
	DNN for the PDU Session which contains the QoS flow

	S-NSSAI
	SMF
	S-NSSAI for the PDU Session which contains the QoS flow

	Application ID
	PCF/SMF
	Used by NWDAF to identify the application service provider and application for the QoS flow

	IP filter information
	SMF
	Provided by the SMF, which is used by NWDAF to identify the service data flow for policy control and/or differentiated charging for the QoS flow

	QFI
	SMF
	QoS Flow Identifier

	QoS flow Bit Rate
	UPF
	The observed bit rate for UL direction; and
The observed bit rate for DL direction

	QoS flow Packet Delay
	UPF
	The observed Packet delay for UL direction; and
The observed Packet delay for the DL direction

	Packet transmission
	UPF
	The observed number of packet transmission

	Packet retransmission
	UPF
	The observed number of packet retransmission



Table 6.4.2-3: UE level Network Data from OAM related to the QoS profile
	Information
	Source
	Description

	Reference Signal Received Power
	OAM
	The per UE measurement of the received power level in a network cell, including SS-RSRP, CSI-RSRP as specified in clause 5.5 of TS 38.331 [14] and E-UTRA RSRP as specified in clause 5.5.5 of TS 36.331 [15]

	Reference Signal Received Quality
	OAM
	The per UE measurement of the received quality in a network cell, including SS-RSRQ, CSI-RSRQ as specified in clause 5.5 of TS 38.331 [14] and E-UTRA RSRQ as specified in clause 5.5.5 of TS 36.331 [15]

	Signal-to-noise and interference ratio
	OAM
	The per UE measurement of the received signal to noise and interference ratio in a network cell, including SS-SINR, CSI-SINR, E-UTRA RS-SINR, as specified in clause 5.1 of TS 38.215 [12]



NWDAF subscribes the network data from 5GC NF(s) in the Table 6.4.2-2 by invoking Nnf_EventExposure_Subscribe service operation.
The timestamps are provided by each NF to allow correlation of QoS and traffic KPIs. The clock reference is able to know the accuracy of the time and correlate the time series of the data retrieved from each NF.
	* * * * Next Change * * * * 
6.4.4	Procedures to request Service Experience for an Application


Figure 6.4.4-1: Procedure to NWDAF assisted QoS profile provisioning and adjustment
This procedure allows the consumer to request Analytics ID "Service Experience" for a particular Application. The consumer includes both the Application ID for which the Service Experience is requested and indicates that the Target of Analytics Reporting is "any UE".  At the same time, for an Application Id, a set of initial QoS parameter combinations per service experience window (e.g. one is for 3<Service MOS<4 and another is for 4<Service MOS<5) is defined in PCF (e.g. by configuration of operator policies) that may be updated based on the Service Experience reported by NWDAF.
1.	Consumer NF sends an Analytics request/subscribe (Analytics ID = Service Experience, Target of Analytics Reporting = any UE, Analytics Filter information = (Application ID, Analytics target period S-NSSAI, DNN, Area of Interest)) to NWDAF by invoking a Nnwdaf_AnalyticsSubscription_Subscribe.
2a. NWDAF subscribes the service data from AF in the Table 6.4.2-1 by invoking Nnef_EventExposure_Subscribe or Naf_EventExposure_Subscribe service (Event ID = Service Data, Event Filter information = (Application ID, Area of Interest), Target of Event Reporting = Any UE) as defined TS 23.502 [3].
NOTE 1:	In the case of external AF, NEF translates the requested Area of Interest into a list of geographic zone identifier(s) as described in clause 5.6.7.1 of TS 23.501 [2].
2b.	NWDAF subscribes the network data from 5GC NF(s) in the Table 6.4.2-2 by invoking Nnf_EventExposure_Subscribe service operation.
2c. With these data, the NWDAF estimates the Service experience for the application.
NOTE 2:	The data collection call flow only shows a subscription-notification model for the simplicity instead of both request-response model and subscription-notification model.
Editor's notes: The explicit list of input data from OAM (such as PM measurements) is not finalised and FFS.
NOTE 3:	QoE measurements from the applications are based on outcome of the ongoing SA5 Rel-16 WID  "Management of QoE measurement collection" which addresses how to collect the QoE measurements from the applications in the UE.
3.	The NWDAF provides the data analytics, i.e. the observed Service Experience (which can be a range of values) to the consumer NF by means of Nnwdaf_AnalyticsSubscription_Notify, indicating how well the used QoS Parameters satisfy the Service MoS agreed between the MNO and the end user or between the MNO and the external ASP.
NOTE 4:	The call flow only shows a request-response model for the simplicity instead of both request-response model and subscription-notification model.
If the consumer NF is PCF and it determines that the application SLA is not satisfied, it may take into account the Observed Service Experience and the operator policies including SLA and required Service Experience (which can be a range of values) to determine new QoS parameters to be applied for the service, as defined in clause 6.1.1.3 and clause 6.2.1.2, TS 23.503 [4].
NOTE 5:	The non-real time data information from AF includes the service experience data (see Table 6.4.2-1), which indicates the service quality during the service lifetime.
	* * * * Next Change * * * * 
6.4.5	Procedures to request Service Experience reported for UEs on a Network Slice
This procedure is similar to the procedure in clause 6.4.4.
The difference compared to the procedure in clause 6.4.4 is that it allows the consumer to request Analytics ID "Service Experience" for a list of SUPI(s) or Internal Group Identifier(s).
Therefore, Observed Service experience may be provided individually per UE or clustered per UE subsets in the case of group of UEs, or globally, averaged per Application or averaged across a set of Applications on a Network Slice. The Observed Service Experience on a network slice could be used by OAM as described in SA WG5 TS 28.550 [7] Annex X.
	* * * * Next Change * * * * 
[bookmark: _Toc11154621]6.7.1	General
This clause specifies the UE related analytics which can be provided by NWDAF:
-	UE mobility analytics;
-	UE communication analytics; 
-	Expected UE behavioural parameters related network data analytics; and
-	Abnormal behaviour related network data analytics.
The NWDAF service consumer (e.g. AMF, SMF, AF) may request for these analytics separately, or in a combined way. As an example, an NWDAF service consumer may learn from the NWDAF the expected UE behaviour parameters as defined in clause 4.15.6.3, TS 23.502 [3] for a group of UEs or a specific UE, by requesting analytics for both UE mobility (see clause 6.7.2) and for UE communication (see clause 6.7.3).
NOTE:	Possible uses of such analytics is for the AMF to learn about expected UE behaviour to derive appropriate MICO mode configuration, or for an AF to learn about expected UE behaviour to further provision 5GC with appropriate UE parameters.
	* * * * Next Change * * * * 
6.7.2.4	Procedures
The NWDAF can provide UE mobility related analytics, in the form of statistics or predictions or both, to another NF. If the NF is an AF, and when the AF is untrusted, the AF will request analytics via the NEF, and the NEF will then convey the request to NWDAF.


[bookmark: _Hlk9953028]Figure 6.7.2.4-1: UE mobility analytics provided to an NF
1.	The NF sends a request to the NWDAF for analytics on a specific UE or a group of UEs, using either the Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription service. The NF can request statistics or predictions or both. The type of analytics is set to UE mobility information. The NF provides the UE id or Internal Group ID in the Target of Analytics Reporting.
2.	If the request is authorized, and in order to provide the requested analytics, the NWDAF may subscribe to events with all the serving AMFs for notification of location changes. This step may be skipped when e.g. the NWDAF already has the requested analytics available.
Editor's note: Details for NWDAF collecting data from other NFs, AFs and OAM are FFS.
3.	The NWDAF derives requested analytics.
4.	The NWDAF provide requested UE mobility analytics to the NF, using either the Nnwdaf_AnalyticsInfo_Response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1. The details for UE mobility analytics provided by NWDAF are defined in clause 6.7.2.3.
5-6. If at step 1, the NF has subscribed to receive notifications for UE mobility analytics, the NWDAF may generate new analytics and provide them to the NF.
If the consumer NF is AMF, it could perform paging and determine the paging strategy based on analytics (i.e. statistics or predictions) on the UE's mobility provided by NWDAF, as described in clause 5.4.3.1, TS 23.502.
	* * * * Next Change * * * * 
[bookmark: _Toc11154631][bookmark: _Toc19106334]6.7.4.4	Procedures
[bookmark: _Toc11154632]6.7.4.4.1	NWDAF-assisted expected UE behavioural analytics





Figure 6.7.4.4.1-1: NWDAF assisted expected UE behavioural analytics procedure
1.	5GC NF (e.g., AMF, SMF, AF and UDM) to NWDAF: Nnwdaf_AnalyticsInfo_Request (Analytics ID, Target of Analytics Reporting=SUPI) or Nnwdaf_AnalyticsSubscription_Subscribe (Analytics ID, Target of Analytics Reporting =SUPI).
	The Analytics ID is set to "UE Mobility" or to "UE Communication"," and the consumer request predictions.
2a-b.	[Conditional] The NWDAF requests to AMF Namf_EventExposure_Subscribe (Event ID, SUPI), to request location report for the UE, if the Analytics ID is set to "UE Mobility", unless the information is available.
2c-d.	[Conditional] The NWDAF requests to SMF Nsmf_EventExposure_Subscribe (Event ID, SUPI), to request communication report for the UE, if the Analytics ID is set to "UE Communication", unless the information is available.
2e-f. [Conditional] The NWDAF requests to AF Naf_EventExposure_Subscribe (Event ID, External UE ID), to request communication report for the UE, if the Analytics ID is set to "UE Communication", unless the information is available.
3.	The NWDAF derives requested analytics, i.e. predictions.
4.	NWDAF to 5GC NF: Nnwdaf_AnalyticsInfo_Response or Nnwdaf_AnalyticsSubscription_Notify.
	The NWDAF provides requested Expected UE behaviour to the NF, using either Nnwdaf_AnalyticsInfo_Response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1.
5-6.	If the NF subscribed to at step 1, when the NWDAF generates new analytics, it provides the new generated analytics to the NF.
	* * * * Next Change * * * * 
[bookmark: _Toc19106331]6.7.5.2	Input Data
The Exceptions information from AF is as specified in Table 6.7.5.2-1.
On request of the service consumer, the NWDAF shall collect and analyse UE behavioural information and/or expected UE behavioural parameters from the 5GC NFs (SMF, AMF, AF).
The UE behavioural information collected from 5GC NFs is as specified in clauses 6.7.2.2 and 6.7.3.2.
The expected UE behavioural parameters provided to the NWDAF are defined in clause 4.15.6.3, TS 23.502 [3].
Table 6.7.5.2-1: Exceptions information from AF 
	Information
	Description

	IP address 5-tuple
	To identify a data flow of a UE via the AF (such as the Firewall or a Threat Intelligence Sharing platform)

	Exceptions (1..max) (NOTE)
	

	  >Exception ID
	Indicating the Exception ID (such as Unexpected long-live/large rate flows and Suspicion of DDoS attack as defined in Table 6.7.5.3-2) of the data flow.

	  >Exception Level
	Measured level, compared to the threshold

	  >Exception trend
	Measured trend (up/down/unknown/stable)

	NOTE:	The Exceptions information and the UE behavioural information as defined in clauses 6.7.2.2 and 6.7.3.2 could help NWDAF to train an Abnormal classifier, which could be used to classify the a UE behaviour data into Normal behaviour or Exception.



	* * * * Next Change * * * * 
6.8	User Data Congestion Analytics
[bookmark: _Toc19106335]6.8.1	General
[bookmark: _Hlk4425352]The NWDAF can provide user data congestion related analytics, in the form of statistics or predictions or both, to another NF (e.g. SMF, PCF, AF). User Data Congestion related analytics can relate to congestion experienced while transferring user data over the control plane or user plane. A request for user data congestion analytics relates to a specific area or to a specific user. If requestor provides a UE ID, the NWDAF determines the area where the UE is located at the time of request. The NWDAF then collects measurements per cell and uses the measurements to determine user data congestion analytics.
When a one-time report of user data congestion analytics is desired, the requesting NF invokes the Nnwdaf_AnalyticsInfo service. When continuous reporting of user data congestion analytics is desired, the requesting NF invokes the Nnwdaf_AnalyticsSubscription service.
The request for user data congestion related analytics indicates the location area information where congestion related analytics is desired or indicates a UE Identity that can be used by the NWDAF to determine the location area information where congestion related analytics is desired. The request indicates whether user data congestion statistics, predictions, or both are desired. The type of analytics is set to user data congestion analytics for transfer over the user plane, for transfer over the control plane, or for both. When the requestor subscribes to user data congestion related analytics, it may indicate a threshold and the NWDAF will provide analytics to the requestor when the congestion level crosses the threshold.
	* * * * Next Change * * * * 
[bookmark: _Toc19106341][bookmark: _Toc19106342]6.9	QoS Sustainability Analytics
6.9.1	General
The consumer of QoS Sustainability analytics may request the NWDAF analytics information regarding the QoS change statistics for an observation period in the past in a certain area or the likelihood of a QoS change for an observation period in the future in a certain area. The consumer can request either to subscribe to notifications (i.e. a Subscribe-Notify model) or to a single notification (i.e., a Request-Response model). The request includes the following parameters:
-	Analytics ID = "QoS Sustainability".
-	Analytics Filter Information:
-	QoS requirements:
-	Standardized 5QI, and applicable additional QoS parameters and the corresponding values (conditional, i.e. it is needed for GBR 5QIs to know the GFBR);
-	For non-standardized QoS Characteristics, the QoS Characteristics attributes PDB and PER and their values (optional).
-	Location information: could be an area or a path of interest. The location information could reflect a list of waypoints.
NOTE:	In this Release, the consumer of the "QoS Sustainability" Analytics ID will provide location information in the area of interest format (TAIs or Cell IDs) which is understandable by NWDAF.
-	Observation Period: relative time interval, either in the past or in the future, that indicates the time period for which the QoS Sustainability analytics is requested.
-	Threshold(s): The threshold(s) indicate level(s) used for the reporting of the analytics, i.e. to discretize the output analytics and to trigger the notification. The level(s) relate to the QoS KPIs, i.e. the RAN UE Throughput, the QoS flow Retainability, etc., for the relevant 5QI(s) defined in TS 28.554 [10]:
-	for a 5QI of GBR resource type, the Threshold(s) refer to the QoS flow Retainability KPI;
-	for a 5QI of non-GBR resource type, the Threshold(s) refer to the RAN UE Throughput KPI.
-	S-NSSAI (optional).
The NWDAF collects the corresponding statistics information on the QoS KPI for the relevant 5QI of interests from the OAM, i.e. the QoS flow Retainability or the RAN UE Throughput as defined in TS 28.554 [10].
If the Observation Period refers to the past:
-	The NWDAF verifies whether the triggering conditions for the notification of QoS change statistics are met and if so, generates for the consumer one or more notifications.
-	The analytics feedback contains the information on the location and the time for the QoS change statistics and the threshold(s) that were crossed.
-	The NWDAF detects the need for notification about a potential QoS change based on comparing the expected value for the KPI of the target 5QI against the threshold(s) provided by the consumer in any cell in the requested area for the requested Observation Period. The expected KPI values are derived from the statistics for the 5QI obtained from OAM. OAM information may also include planned or unplanned outages detection and other information that is not in scope for 3GPP to discuss in detail.
-	The analytics feedback contains the information on the location and the time when a potential QoS change may occur and what threshold(s) may be crossed.
The service consumer may be AF (e.g. V2X Application Server).
	* * * * End of Changes * * * * 


image1.emf
NF

(consumer)

NWDAF NEF AF

2a. Naf_EventExposure_Subscribe (Event ID=Service Data) 

2b. Nnf_EventExposure_Subscribe (Event ID= 5QI Statistics) 

1. Nnwdaf_AnalyticsSubscription_Subscribe

(Analytic ID = Service Experience)

2a. Naf_EventExposure_Notify

2b. Nnf_EventExposure_Notify 

3. Nnwdaf_AnalyticsSubscription_Notify

(estimated Service Experience) 

NF 

(network data 

provider)

2c. Service QoE

Model Training


Microsoft_Visio_2003-2010_Drawing1.vsd

image2.emf
NF NWDAF

6.Nnwdaf_AnalyticsSusbcription_Notify

1.Nnwdaf_AnalyticsInfo_Request / 

Nnwdaf_AnalyticsSubscription_Subscribe (type of 

analytics = UE mobility information, target of 

analytics = UE id or group ID)

4.Nnwdaf_AnalyticsInfo_Response / 

Nnwdaf_AnalyticsSubscription_Notify

AMF

3. NWDAF derives requested 

analytics

2a. Namf_EventExposure_Subscribe

2b. Namf_EventExposure_Notify

5. New analytics generated for 

this UE


Microsoft_Visio_2003-2010_Drawing2.vsd
�

NF


NWDAF


6.Nnwdaf_AnalyticsSusbcription_Notify


1.Nnwdaf_AnalyticsInfo_Request / Nnwdaf_AnalyticsSubscription_Subscribe (type of analytics = UE mobility information, target of analytics = UE id or group ID)


4.Nnwdaf_AnalyticsInfo_Response / Nnwdaf_AnalyticsSubscription_Notify


AMF


3. NWDAF derives requested analytics


2a. Namf_EventExposure_Subscribe


2b. Namf_EventExposure_Notify


5. New analytics generated for this UE



image3.emf
 

   

Consumer   NF  

   

NWDAF  

   

1  -  Nnwdaf_AnalyticsInfo_Request   

   

/ Nnwdaf_AnalyticsInfo_Subs cribe   

   

AMF  

   

SMF  

   

2a  -  Namf_EventExposure_Subscribe   

   

2b  -  Namf_Ev  entExposure_Notify  

   

2c  -  Nsmf_EventExposure_Subscribe   

   

2d  -  Nsm_EventExposure_Notify  

   

3  -     NWDAF derives new analytics  

   

4  -  Nnwdaf_AnalyticsInfo_Resp onse  

   

/ Nnwdaf_AnalyticsInfo_Notify  

   

6  -  Nnwdaf_AnalyticsInfo_Response  

   

/ Nnwdaf_AnalyticsInfo_Notify  

   

5  -     NWDAF derive  s new analytics  

   


oleObject1.bin


Consumer NF







 







s new analytics







NWDAF derive







 







-







5







 







/ Nnwdaf_AnalyticsInfo_Notify







 







Nnwdaf_AnalyticsInfo_Response







-







6







 







/ Nnwdaf_AnalyticsInfo_Notify







 







Nnwdaf_AnalyticsInfo_Response







-







4







 







NWDAF derives new analytics







 







-







3







 







Nsm_EventExposure_Notify







-







2d







 







Nsmf_EventExposure_Subscribe 







-







2c







 







entExposure_Notify







Namf_Ev







-







2b







 







Namf_EventExposure_Subscribe 







-







2a







 







SMF







 







AMF







 







/ Nnwdaf_AnalyticsInfo_Subscribe 







 







Nnwdaf_AnalyticsInfo_Request 







-







1







 







NWDAF







 







 












image4.emf
   

  

Consumer NF  

  

NWDAF  

  

1 - Nnwdaf_AnalyticsInfo_Request   

  

/ Nnwdaf_AnalyticsInfo_Subscribe   

  

AMF  

  

SMF  

  

2a  - Namf_EventExposure_Subscribe   

  

2b  - Namf_Ev  entExposure_Notify  

  

2c  

- 

Nsmf_EventExposure_Subscribe   

  

2d  - Nsmf_EventExposure_Notify  

  

AF  

2e -   Naf_EventExposure_Subscribe  

2f -   Naf_EventExposure_Notify  

3 -   NWDAF derives new analytics  

  

4 - Nnwdaf_AnalyticsInfo_Response  

  

/ Nnwda f_AnalyticsInfo_Notify  

  

6 - Nnwdaf_AnalyticsInfo_Response  

  

/ Nnwdaf_AnalyticsInfo_Notify  

  

5 -   NWDAF derive  s new analytics  

  


oleObject2.bin


 







Consumer NF







 







NWDAF







 







1







-







Nnwdaf_AnalyticsInfo_Request 







 







/ Nnwdaf_AnalyticsInfo_Subscribe 







 







AMF







 







SMF







 







2a







-







Namf_EventExposure_Subscribe 







 







2b







-







Namf_Ev







entExposure_Notify







 







2c







-







Nsmf_EventExposure_Subscribe 







 







2d







-







Nsmf_EventExposure_Notify







 







AF







2e- Naf_EventExposure_Subscribe







2f- Naf_EventExposure_Notify







3







-







 







NWDAF derives new analytics







 







4







-







Nnwdaf_AnalyticsInfo_Response







 







/ Nnwdaf_AnalyticsInfo_Notify







 







6







-







Nnwdaf_AnalyticsInfo_Response







 







/ Nnwdaf_AnalyticsInfo_Notify







 







5







-







 







NWDAF derive







s new analytics







 












